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SECTION 1

PROGRAM INFORMATION

Defense Advanced Research Projects Agency (DARPA)

Proposer Information Pamphlet (PIP)
WOLFPACK PHASE II

HIGH RISK/HIGH PAYOFF TECHNOLOGY DEVELOPMENT

BAA#01-19

This PIP is provided as a supplement to Broad Agency Announcement (BAA) 01-19.  (See Section 3 for the text from the Commerce Business Daily Announcement.)  As such, the discussion contained herein is expected to be useful in responding to this BAA.  However, in case of a conflict between this PIP and the BAA, the instructions in the BAA will take precedence.  

INTRODUCTION

This PIP solicits proposals to develop and demonstrate a range of innovative technologies for radio frequency (RF) Spectrum Dominance in both the communication and radar for Electronic Support Measures (ESM), Electronic Attack (EA), and Counter ESM for insertion into the WolfPack System Design.  Of particular interest are far-reaching non-traditional concepts and ideas from non-traditional defense contractors.  The approach of this solicitation is to familiarize each offeror with the overall WolfPack program and the perceived challenges that have been identified for its successful accomplishment.  Offerors are encouraged to submit proposals that address overcoming the identified challenges, or other perceived challenges associated with the WolfPack concept.  Offerors should consider system implementation during the development of their proposed technology.  In doing so, the Government will require the sharing of technical approaches, development and results with competing system designers.  In the event that the final product from this solicitation is favorably considered beyond the initial award, the Government desires that the selected technology become an integral part of the objective WolfPack system and its design.  The Government encourages teaming but will not fund exclusive teaming arrangements between technology developers and system designers during the basic awards.  The objective system integration approach may consist of several technology developers teaming with the successful system designer.

This PIP constitutes the entire solicitation for the Phase II effort. No other formal solicitation regarding this research and development will be issued, and requests for such items will be disregarded. 

1.1 WOLFPACK PROGRAM OBJECTIVE AND DESCRIPTION

The WolfPack Program concept emphasizes a ground-based, close proximity, distributed networked architecture to obtain tactical RF Spectrum Dominance.  Developed technologies are intended to enable WolfPack systems to supplement, replace, support, or enhance the effectiveness of existing Electronic Warfare (EW) systems.  Offerors should emphasize capabilities in the area of advanced detection, characterization and spectrum dominance of wireless, military RF networks and radar systems with the potential for revolutionary techniques, while achieving, as a hard constraint, minimal impact on friendly or neutral communications and/or tactical operations.  

1.2 WOLFPACK PROGRAM VISION
RF Spectrum Dominance in the tactical RF battlespace (20 MHz - 15+ GHz) without disruption to Blue/neutral RF systems and/or tactical operations is the overarching objective of the program. This includes, but is not limited to the design of inexpensive, low power components capable of near-real-time, precision geo-location and classification of legacy, modern, and future tactical RF emitters.   Development of technologies that minimizes size, weight, power and cost is encouraged. 
Current collection and standoff jamming systems are significantly challenged by existing communications systems (narrowband, frequency hopping, Combat Netted Radios).  In addition, new generations of software definable, low powered (LPD/LPI) packet networked and radar systems will require innovative techniques in order to obtain RF Spectrum Dominance.  To achieve this objective, WolfPack will require higher awareness of emitter identification and network characterization than current operational systems.  The system will have to maintain emitter track, and determine reaction techniques that optimize effectiveness and conserve power.
1.2.1 Objective Threats 

This section introduces the representative objective threats to which the WolfPack design should be addressed.

1.2.1.1 Future Digital Radios

The threat and environment in which WolfPack must meet this mission is changing significantly.   Emerging threats will have highly agile waveforms that are asynchronous and have higher hopping rates, or are direct sequence hybrids.  They will also use packet radio techniques allowing flexible routing and redundant paths. Nearly featureless waveforms, encrypted data streams and power managed (milliwatts to 50 W), peer-to-peer network communications will decrease the probability of detection.  

Emerging spectrum sharing technology will enable use of the entire spectrum, thus threat frequency usage will expand outside the traditional military 30-88 MHz and 225-400 MHz bands to 20 MHz - 2.5 GHz bandwidths.  Future radios may have the capability to sense the RF environment to autonomously determine the best parameters (waveform, frequency, bandwidth and power) to fit its communication service - voice, video or data.  They will be frequency hopping on < 25 kHz, with a variable instantaneous hop bandwidth of up to 20 MHz.  Their hop dwell times will span from 1- ms to 100+ ms. Also, the operational environment will be highly discontinuous with widely dispersed elements of Blue, Red and neutral forces intermixed in the same battlespace, which will include urban as well as rural landscapes.

1.2.1.2 Radar Advances

Operations against adversary Integrated Air Defense Systems (IADS) present a number of challenges. A networked air defense system may consist of a host of early warning, height finding, acquisition, and target tracking radars. These radars may cover a frequency spectrum ranging from the low hundreds of MHz to above 15 GHz. Adversary operators employ a number of measures to increase IADS survivability, such as very short duration emissions, mobility, information sharing / networking of resources, and redundant communication means.

New radar designs will implement multi-element, sidelobe-cancellation antenna arrays to "null out" single point radiator, jamming systems.  In conjunction with sidelobe-cancellation arrays, modern radars are projected to use adaptive noise cancellation and training techniques to further decrease the capabilities of current platforms.  Designers are also investigating modifications to reduce signal detectability.  Similar to radio communications systems, new radar systems may use spread spectrum waveforms with frequency agility on each pulse repetition, thus changing the characteristics of the waveform before it can be discerned by a standoff system. 

In addition, operators have developed physical measures to minimize detection and/or impede lethal action against radar systems.  Spoofing antennas can be used to obfuscate the location of the main antenna array and to act as a decoy for anti-radiation ordinance.  In other scenarios, radar platforms may be positioned in neutral locations (i.e. Schools, Hospitals, or Sanctuaries) that infringe upon our ability to counter with direct (lethal) action.

1.2.2 Target Applications Areas

1.2.2.1 Electronic Attack (EA) Mission
EA includes both RF and network attacks.  The WolfPack system conducts spectrum analysis, emitter geo-location, and network characterization (including identification of Blue Forces from communications/radar waveforms).  Based on these results and the response rule set, the WolfPack system determines and initiates the appropriate response.  

1.2.2.2 Counter ESM Mission
For Counter ESM missions, WolfPack uses spectrum denial techniques as a RF cover for friendly forces with no impact to Blue/neutral RF systems.  This mission may be adaptable to protect current and future communications systems (e.g. Single Channel Ground Air Radio System (SINCGARS), Near Teem Digital Radio (NTDR), Joint Tactical Radio System (JTRS), Small Unit Operations/Situational Awareness Systems (SUO/SAS)) from current and future SIGINT systems.  When directed by the Blue Commander, WolfPack units can raise the noise floor of the environment preventing detection of friendly forces by enemy SIGINT sensors, or introduce false signals into the RF environment to mask Blue network activity and force movement.

1.2.2.3 Distributed Suppression of Enemy Air Defense (DSEAD) Mission
Supporting DSEAD requires the same basic functions as the Electronic Attack (EA) mission: analyze the spectrum, geo-locate the emitter and characterize the network, determine an appropriate response, and initiate the response. As enemy air defense systems are identified, units have the option to deny RF communication links to associated fire control systems, jam or spoof the radar to provide cover for friendly aircraft, or provide targeting information on enemy RF nodes to the Blue commander.  The close proximity of WolfPack nodes provides an extraordinary advantage in overcoming enemy radar electronic protection features.

When deployed, WolfPack will be a precision, networked, distributed, close approach system that executes all of these missions to provide RF Spectrum Dominance to the tactical warfighter.

1.2.3 WolfPack Component Functions and Technologies

WolfPack is a ground-based system (to include both surface and/or elevated, advantaged positions) that supports multi-mission operation and will be adaptable/reconfigurable to accommodate changing environments and/or operational priorities.   It is envisioned that while still physically connected, WolfPack components of an individual unit do not have to be rigidly attached to the main unit. WolfPack will utilize a modular, open architecture that allows replacement of hardware and software modules to allow insertion of outside advanced technology and/or tailoring of the system capabilities to address specific mission requirements.

The WolfPack concept and the physical construction of the individual units must support a variety of deployment techniques.  In some scenarios (e.g., Blue forces control ground and are establishing a “RF minefield”), the WolfPack units may be placed by hand and the units may be inserted in advantaged positions (i.e., on high ground).  In other scenarios, the WolfPack units will have to be deployed from a standoff mechanism (e.g., dropped from an aircraft).  [Note:  Development of deployment systems is NOT being solicited as part of the WolfPack program, however, Offerors should demonstrate an understanding of current and planned systems.]

This BAA is soliciting high risk/high payoff, technology development, demonstration and early implementation into the objective WolfPack system design.  Preliminary research has identified many critical system functions and perceived technology enhancements for WolfPack system implementation.  Table 1 addresses these functions and their associated candidate technology areas. The table also identifies what are considered to be the major implementation constraints for each area.  However, offerors are not limited to these development areas and should consider all other technologies that are applicable to enable the WolfPack concept: Close proximity, distributed networked RF spectrum dominance.

While developing technology for these functions, offerors should consider a baseline communications scenario of uniformly distributed threat emitters and WolfPack units, with the density of threat emitters at 50/km2 and the density of WolfPack units at <10/km2. Adversary nodes may utilize the RF spectrum from 20 MHz - 2.5 GHz, having peer-to-peer network capability while transmitting in the 10- mW range, hop counts ranging from 100-1400 hops per second (across the entire band), and having channel bandwidths <25 kHz. Variations from these numbers are acceptable with supportable rationale.  

For attacks against radars, offerors should consider a baseline integrated air defense system that includes at least two early warning radars in the 100 - 400 MHz range, several acquisition radars in the 1 - 4 GHz range, and approximately ten target tracking radars in the 8 - 15 GHz range. The following assumptions should be made: 1) The IADS system is protecting an area of 50 km by 100 km; 2) The early warning radars are not mobile, the acquisition radars are somewhat mobile, and the target tracking radars are very mobile; 3) There are five key point target areas within the protected area that the target tracking radars are assigned to protect.  Variations from these assumptions are acceptable with supportable rationale. Offerors should provide rationale for how their solutions would accomplish DSEAD in this IADS scenario.
The following sections provide information on each of the functions, and detail what is considered to be the ultimate technology goal (G). However, it has been determined that there are minimum threshold (T) levels that must be achieved for any concept.  Research should be focused on achieving the goals (G).  The thresholds (T) should be considered as hard constraints; technology not achieving at least these levels will not be seriously considered.
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Table 1: WolfPack Functions and Technologies
1.2.3.1 RF Intercept

The RF intercept function may require new designs in employing low power, RF front-end subsystems and antenna designs (to include directional antennas if applicable) that are highly dynamic, low profile and capable of monitoring the entire spectrum of interest.  In addition to simply detecting environment, the RF intercept function will be important in determining the effectiveness of WolfPack attacks and detecting countermeasures employed after an attack.  

Communications Interception 

WolfPack should detect (T) 90%, (G) 95%, of all RF emissions > 10 dB SNR from (T) 20 MHz - 2.5 GHz, (G) 20 MHz - 15+ GHz.  It is envisioned that the distance from the WolfPack node to the target emitter may extend to (T) 3 km in rural to urban operating environments with a mixture of friendly, neutral and threat elements.  The WolfPack units/systems possess the following characteristics: (G) 2.5 GHz instantaneous bandwidth with a threshold (T) of 60 MHz instantaneous bandwidth; greater than (G) 60 dB spurious free dynamic range; (T) 6.25 kHz, (G) 1 kHz, frequency resolution, and (G) 300 GHz/s search rate if the full instantaneous bandwidth cannot be met.  The power dissipation of the RF intercept unit should not exceed (T) 40 W peak power and (T) 2 W average power.

Radar Interception

WolfPack should detect (T) 90%, (G) 95%, of all RF continuous wave (CW) and pulsed emissions from (T) 100 MHz to 15+ GHz. For pulsed threats, WolfPack should be able to handle the full range of threat Pulse Repetition Frequencies (PRFs), Pulse Repetition Intervals (PRIs), and pulse widths. The entire frequency range of 100 MHz to 15+ GHz does not have to be covered by a single WolfPack DSEAD design; separate architectures may be developed to cover individual sub-bands. The offeror shall identify the band to be covered by an architecture design and the rationale for selecting that band, based on the perceived threat and the proposed technology.  It is envisioned that the distance from the WolfPack node to the target emitter may extend to (T) 5 km in rural to urban operating environments.
1.2.3.2 Signal Processing

The signal processing function will be used to characterize the intercepted RF signals. The objective is to be able to identify emitter types based on their unique RF signature.  It is expected that developments in this area may focus on advanced classification techniques to attack legacy signal types and to autonomously and/or semi-autonomously recognize and respond to new threat waveforms such as those from software defined radios in non-gaussian backgrounds.  

Key technology development areas for Signal Processing may include high-speed signal detection ((T) 90% of dwells with >10 dB SIR within 1 millisecond, (G) 99% of dwells with >10 dB SIR within 1 millisecond), classification ((T) 90% of signal types < 2 seconds, (G) 98% of signal types < 2 seconds), and association ((T) 5 dwells of a 1400 hop-per-second signal <2 seconds) that would enable near real time spectrum denial. 

1.2.3.3 Geo-location

Emitter geo-location is critical to the ability to characterize enemy networks and carry out precise, power efficient attacks. Given target signal bandwidths of 25 kHz with SINR of 20 dB and 10 MHz with -6dB SINR, it is anticipated that WolfPack units will locate target emitters to (T) 50 m, (G) 10 m, CEP within 2 seconds. It is assumed that WolfPack unit positions are known within 2 m with dilution of precision (DOP) < 3.   It is the intent of the WolfPack program to minimize the inter-node communications load to process all possible geo-locations (geo-locations/second).   Precise location may require the WolfPack system to share information on emitters (e.g., angle-of-arrival, time-of-arrival, unique spectral characteristics).  In addition to determining precision location at an instant in time, it is desirable for this function to work cooperatively with the dynamic situation/network awareness function to predict future emitter positions.  

1.2.3.4 Dynamic Situation/Network Awareness

The dynamic situation/network awareness function is responsible for detecting and characterizing the network.  This function must develop a fused battlespace correlation that monitors the critical nodes/networks (e.g. network gateways and routers) with characterization algorithms that assure high probability ((T) 75%, (G) >90%) of critical receiver location within (T) 5 seconds of initial and continuous network activation or (T) 2 seconds of a previously identified transaction while minimizing the probability of false and missed node associations.  Offerors are encouraged to investigate technologies/techniques that may provide network routing details (i.e. originating and terminating nodes) via external information.  

Although WolfPack is designed as an autonomous/semi-autonomous system, this function should be capable of incorporating and sharing information with other sources (e.g., intelligence broadcasts, Global Command and Control Systems (GCCS), non-WolfPack Unattended Ground Station (UGS) system Interoperability) as available to more precisely locate and characterize enemy assets and traffic.  Additionally, information developed from the WolfPack characterization should be capable of being exfiltrated to external command elements using existing military communication links/protocols. 

1.2.3.5 Determine Response

Determination of the appropriate response is a complex decision that is based on several factors.  These factors include, but are not limited to: 

· Predicted effectiveness (while ensuring that Blue/neutral systems are not interfered)

· Success of previous efforts (determined by monitoring environment)

· Probability of detection

· Conservation of power to maximize deployed lifetime.  

The WolfPack system will support both "lone wolf" attacks (where a specific unit attacks a specific target) and pack attacks (where a group of units act together using coherent and/or non-coherent techniques against a specific target). To successfully perform these functions, WolfPack may have to respond autonomously or semi-autonomously to the threat and environment that it is sensing.  Responses may be based on a priori rule sets that can be modified at any time (pre-deployment, enroute, or while deployed) to accommodate changing rules of engagement and/or mission profiles. 

For a distributed network topology, there are at least three basic reaction strategies for WolfPack attacks:

1. Blanket attack: All nodes within effective range of the targeted receiver commence jamming on the target transmission frequency. The units do not need to be networked. This requires little or no information on target placement or network topology, however, this is the least power efficient strategy, and, since it is not selective, it could result in interference to Blue RF systems. [Note:  While blanket attacks are required, it is the least desirable attack strategy for the WolfPack system.]
2. Directed Attack: Nodes having the best propagation to the known potential receiver locations jam the target transmission frequency. This requires knowledge of the target locations.  In addition, the units must be networked together.  This technique is more power efficient than the blanket attack; however, capability to ID signals as “friendly” or knowledge where the Blue force is located is required in order to avoid jamming Blue RF systems.

3. Precision Attack: This technique is the most selective and power efficient. In this case, only a node with good propagation to the intended receiver initiates jamming.  Use of this technique requires knowledge of the target location and target network information.  In addition, the units must be networked together with low latency topology to ensure that the jamming signals from the individual WolfPack nodes can “follow” moving targets.  

1.2.3.6 Spectrum Denial

The spectrum denial function is directed by the “determine response” function. WolfPack is envisioned to provide radically innovative techniques compared to conventional jamming systems, to extending the effects on enemy platforms from the International Standards Organization (ISO) physical to the transport layers without effecting friendly/neutral communications.  

This function is dependent on WolfPack transmit antenna design.  For communications systems denial, it is envisioned that the WolfPack unit will have a  (T) >0 dBi vertically polarized transmit antenna with (T) <1 dB of loss. For DSEAD, transmit antennas should exhibit sufficient gain, directivity, and polarization characteristics to maximize the effectiveness and efficiency of the techniques. With both the communications and radar attack antennas, the instantaneous fractional bandwidth will be (T) the smallest of 5% of the center frequency or 20 MHz.  Offerors shall provide clear rationale to support their particular antenna selection.
Spectrum denial assessment is dependent on the techniques and specific targets that the individual system design emphasizes.  Candidate response techniques that the spectrum denial function can execute include (but are not limited to) the following:

Radio Communications

· (T) Deny transactions between individual nodes with precision jamming,

· (T) Disable network at critical command, control and communication (C3) nodes, 

· (T) Disrupt communications and radar systems with blanketed and directed attacks, or deception via signal spoofing or radar false targets, 

· (T) Desensitize receivers to “Cloak” Blue operations; 
· (T) Report location and trends of target systems.
Radar Systems

· (T) Deny target information to the radar through noise techniques

· (T) Deny target information to the radar through coordinated deception techniques (e.g., false targets or other techniques)

· (T) Disable network at critical command, control and communication (C3) nodes,
· (T) Report location and trends of target systems.
1.2.3.7 Network Management

Network Management is the key for unit and system level optimization between the various parameters associated with all other functions, from RF detect/emitter mapping through spectrum denial.  Its main goal is the coordination of distributed ESM and precision attacks, while conserving individual Wolf power and the health of the WolfPack system.  Precision responses to emitters may require the development of new routing protocols to reduce network latency, (T) < .1 ms per transceiver and to increase network data rates, (G) 1 Mbps, to combat future communication systems and adversary air defenses, and power conservation techniques to include power generation from ambient sources.  

The network management function also determines whether or not the constraint of minimal Blue/neutral impact can be obtained for a given scenario/attack.  Minimal impact to blue/neutral communications/operations can be defined as: misclassification, (T) < 1%, of nodes, RF emissions outside "kill" region, or response < 10% ineffectual to blue/neutral receivers.  Analysis-to-date indicates that a network of distributed WolfPack nodes is necessary to deny the enemy use of the spectrum while achieving the hard constraint of minimal impact on Blue/neutral communications and/or operations. 

1.3 EXECUTION PLAN

DARPA is pursing an aggressive Phase II High Risk/High Payoff technology development execution plan for developing, validating (via testing and/or simulation), and exploiting advanced technologies and prototype subsystems that will demonstrate the feasibility of achieving and maintaining RF Spectrum Dominance.  Phase II is an integral part of the overall WolfPack Program; which consists of four distinct phases: 

· Phase I, which was managed by DARPA and is now complete; assessed the validity of the WolfPack concept, identified critical technologies and performance goals required to implement the concept;

· Phase II High Risk/High Payoff, will focus on aggressive development of high risk technologies that could significantly improve WolfPack capabilities and performance; 

· Phase III System Definition and Technology Development is aimed at completing the system design and initiating technologies relevant to WolfPack;

· Phase IV Prototype Development and Test will develop prototype WolfPack systems/sub-systems and test them in a field environment.  It is envisioned that the systems/sub-systems may be integrated from Phase II and Phase III technologies.


During the execution of Phase IV, DARPA will aggressively work to transition the WolfPack system to the Services for operational field-testing.  DARPA has allocated funds in FY03 and FY04 to support this effort.  

Figure 1-1 herein, illustrates simultaneous technology development and system definition from multiple contractors.  Figure 1-2 illustrates the required exchange of technical information between technology developers and system designers with the intent of fostering new and innovative concepts into a successful system design and development.  Offerors are expected to take on the high risk/high payoff challenges with a plan and personnel in place to manage those risks. 
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Figure 1.1 WolfPack Execution Plan

1.3.1 Execution Phases

1.3.1.1 Phase I Objectives

Phase I was managed by DARPA and is now complete.  During this phase, Industry, Academia, and Government worked together in a tiger team environment.  The tiger team drafted the conceptual architecture, assessed deployment options, studied critical performance tradeoffs, initiated fratricide analysis, assessed visual detectability, addressed legacy systems, and made comparisons with system deployment alternatives.   The results from Phase I were used as the basis for the performance metrics included in this PIP.  No additional Phase I documentation is being released at this time.

                  
1.3.1.2 Phase II Objectives - High Risk/High Payoff Technology

The Phase II High Risk/High Payoff Technology development is being solicited under this BAA, and is targeted at developers of unique niche technologies that have applicability to the WolfPack concept.  The BAA objective is to identify and develop novel, high-risk technologies that have the potential to significantly improve the overall performance of the WolfPack system.  Contractors responding to this BAA must demonstrate the quantitative benefits to the functions from Table 1 that are impacted by the proposed technology developments.  

Development of the High Risk/High Payoff technologies awarded in response to the BAA will be reviewed at the end of FY02.  As a result of this review they may be:

1) Incorporated into Phase IV Prototype Development; 

2) Identified for continued independent development through 4th quarter of FY03; or 

3) Not selected for continued development. 

Successful completion of the Phase II base period will be determined through validation of the proposed concept against the projected performance metrics; and by demonstrating:

· The capability for integration of Phase II technologies into the Phase III system design; or

· Innovative approaches that, while not directly applicable to the Phase III system design, solves challenges associated with the WolfPack concept.

The System Definition and Technology Development contractor teams will be exposed to the BAA technologies throughout the development period to ensure that the technologies are considered when the Phase III contractors develop their system design.  This information exchange (via non-restrictive proposal summaries, presentations, technology roadmaps, etc) will start with the Phase II kick-off meetings and continue for the duration of the program.

1.3.1.3 Phase III Objectives – System Definition and Technology Development


The System Definition and Technology Development effort has two thrusts: 

1) Developing an overall WolfPack system design that supports the WolfPack vision and objectives and

2) Initiating/maturing technologies that enable realization of the system design.  

The products from this effort will be a high-level system design, the system operational architecture, the predicted system performance (demonstrated via simulation), technology prototypes (proposed as part of your program plan) and Phase IV cost estimates.  It is important to note that this is NOT merely a system design effort - technology development (to include network structure and management strategies) is expected to be a significant part of the Phase III program. 

The WolfPack system design should be an open, modular design that enables insertion of advanced technology as it matures.  To ensure that the system design and operational architecture encompass ongoing technology development, the Phase III System Definition and Technology Development teams must continually monitor technology evolution.  In particular, the teams must remain cognizant of the status of the technologies being developed under the High Risk/High Payoff Technology BAA.  DARPA will facilitate technical interchange meetings with the BAA contractors to ensure that necessary information is available. 

The WolfPack System Definition and Technology Development effort may provide DARPA the information necessary to determine whether it is technically and fiscally prudent to continue WolfPack development under Phase IV.  Specifically, the results from a successful Phase III program will convince the Government that:

· The effectiveness and system attributes predicted for WolfPack are technically feasible and operationally valuable;

· Adequate technology development has occurred to provide confidence that Phase IV subsystem prototype development is feasible; and

· The objective WolfPack system has high probability of establishing RF Spectrum Dominance in the 2010 tactical battlespace.

1.3.1.4 Phase IV Prototype Development and Test

Phase IV, Prototype Development and Test, is planned to start in the first quarter of FY03 at the conclusion of the Phase III System Definition and Technology Development effort.  The objective of this phase is to select a final team(s) to develop the prototype WolfPack system components, integrate the components into a prototype system, and to test the prototype system in a field environment. The success of the system designs and technologies developed during Phase III will form the basis upon which the Phase IV award(s) may be let.  Phase IV should complete the maturation of the WolfPack system to a level consistent with conducting a utility assessment and operational demonstrations. 

A successful Phase IV will validate (via testing and/or simulation) WolfPack system effectiveness, affordability, technical maturity and CONOPS and lead to Service transition.  If successful, it is anticipated that the WolfPack system may transition to the Services in the form of an operational demonstration. 

DARPA may consider making up to two awards for this phase, with the competitive field limited to the successful Phase III Offerors.   Adding or dropping teammates as appropriate for execution of the Phase IV program will be allowed and is expected.  Phase II technology developers will be encouraged to team with Phase III participants for Phase IV.

The Phase III Agreement for the System Definition will include Phase IV as a non-priced option to allow DARPA to directly execute Phase IV.

 
1.3.2 Notional Phase II Schedule

The WolfPack Phase II program directly supports the notional schedule shown in Figure 1.2.   DARPA is pushing to demonstrate the technical feasibility, operational value, and mission utility of the WolfPack concept in all phases of the program.  The successful prototype system demonstrations at the end of Phase IV will validate the WolfPack system effectiveness and technical maturity, which will facilitate transition to the Services.

1.3.2.1 Phase II Joint Kickoff Meeting (Nominally May 01 - CONUS Location TBD)


Shortly following the award of all the Phase II High Risk/High Payoff Technology development efforts and the Phase III System Definition and Technology Development efforts, a Joint Kickoff Meeting will be held.  The purpose of this meeting is to have an open session for the Phase II contractors to present their technology development plans to the Phase III teams.  The Phase III teams may not be required to make presentations during the open session, however, if desired, Phase III teams may be allowed to make “closed” presentations to the Phase II contractors.  All Phase II and III contractors will be required to attend the kickoff meeting.
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Figure 1.2 Notional Execution Schedule


1.3.2.2 Phase II Initial Technology Review (Nominally October 01 - CONUS Contractor Location TBD)

An Initial Technology Review shall be held at the end of FY01 to assess WolfPack technology development.  At a minimum, this review may include: 

· Presentation of Phase II technology development with an assessment of their projected performance objectives;

· The results of trade-off analyses performed while formulating the development; 

· Update of non-restrictive proposal summaries to reflect trade-off analyses; and 

· A roadmap of projected technology development to the end of Phase IV. 

1.3.2.3 Phase II Joint Technology Assessment Review (Nominally April 02 - Washington, DC Location TBD)

Midway through FY02 (approximately 1 year after award) the contractor shall hold a Joint Technology Assessment Review open to the Phase III teams.  The purpose of this review is to make a preliminary assessment of which technologies are likely to be continued past the Critical Technology Review (Section 1.3.2.4).  At a minimum, this review may include:

· Presentations of each technology being developed under the Phase II along with their associated quantitative performance objectives; 

· Interim demonstrations of said technologies (Physical demonstration or simulation); and 

· Updated technology roadmaps and non-restrictive proposal summaries. 

1.3.2.4 Phase II Critical Technology Review (Nominally October 02 - CONUS Contractor Location TBD)

The major portion of the Phase II High Risk/High Payoff Technology Development will conclude with the Critical Technology Review (CTR).  This review may include, at a minimum, the presentation of:

· Technology development status, to include demonstrations and test results; ;

· Applicability of developed technology to the system designs/operational architectures (and associated employment concepts) proposed  under the System Definition and Technology Development effort;

· Innovative approaches that, while not directly applicable to the Phase III system design, solves challenges associated with the WolfPack concept; and 

· Updated technology roadmaps and non-restrictive proposal summaries 

· Post CTR cost proposal.

As a result of this review, Phase II technologies may be;

1) Incorporated into Phase IV Prototype Development;

2) Identified for continued independent development through 4th quarter of FY03; or 

3) Not selected for continued development.

1.3.2.5 Phase II Technology Performance Review (Nominally September 03 - Washington, DC Location TBD)

The Phase II technology development effort will conclude with a Technology Performance Review (TPR).  This review may include, at a minimum, the presentation of:

· Technology development status, to include test results (physical and/or simulation); and

· Development plan and prediction of performance objectives for integration with Phase IV Subsystem Laboratory Tests.  This prediction should be based on detailed system simulation.

1.3.3 Management Approach

DARPA remains responsible for overall management of the WolfPack Phase II program, including technical guidance, acquisition, and security.  During Phase II, the DARPA Program Manager (PM) will work with the Services and OSD to promote funding for Phase IV follow-on efforts beginning in FY04.  DARPA intends to transition the Phase IV prototype, test results, cost analysis, and contracts to the Services and has allocated some funding (provided the Services are also funding the transition) to support the follow-on operational demonstration.  Accordingly, management of the operational demonstration may transition to Service representatives.  DARPA will work with the services during FY04 to ensure a smooth transition.  It is not anticipated that DARPA will maintain involvement in the WolfPack program after FY04.

Government-Industry Interaction

The Government intends to maintain a small cadre of Government and non-Government technical experts who will work closely with the contractor to provide information, technical assistance, and additional expertise as required to assist in the successful execution of the program.  The contractors are responsible for the management, technical direction, and completion of the program.  The Government program management team will constantly work to maintain open channels of communication, provide value-added inputs and expertise and work together with the contractor in an attempt to ensure total program success.

Phase II-Phase III Contractor Interaction

The contractors shall define a system engineering and program management approach that will foster the highest probability for success throughout Phase II.  However, the contractors for Phase II shall not enter into exclusive partnership arrangements with Phase III participants for Phase IV execution.  All material generated during Phase II is the intellectual property of the Government, and may be released at the discretion of the program manager. 

Progress and Design Reviews


In addition to the biannual technical assessments and performance reviews, the contractors will conduct a series open quarterly progress reviews to assess program status (alternating between TBD CONUS contractor facilities and Washington, DC locations).  During these reviews the Government will assemble a team of technical experts to review the specific areas of interest.  It is the Government’s objective to provide the most equitable and highest quality feedback possible to the contractors during these reviews.  Both biannual and quarterly review material shall be releasable to Phase III contractors.

1.3.4 Program Funding


The Government anticipates having as much as $5.5M available to fund multiple research and development awards under this BAA. The Offeror is expected to provide a realistic proposal for best achieving the program objectives within the outlined budget and schedule (20 month base period as well as a possible 9 month option). The maximum level of Government funding anticipated for milestone payments and incentive awards, by fiscal year, is shown in Figure 1.3.  Note that your proposal should not exceed the yearly funding profile.
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Figure 1.3    Funding Profile

1.4 SUBMISSION PROCESS

Each offeror will submit a full proposal that clearly and succinctly defines the objective, the approach, the technical hurdles, and the benefits to the Department of Defense (DoD).  The proposal should convey confidence that the proposer has the resources (personnel and facilities) to carry out the research and development as described.

The deadline for submission is 12:00 P.M., ET, March 14, 2001.  Early submission of proposals is encouraged; selections may be made at any time during the process. Within approximately ten (10) business days of receipt, DARPA will acknowledge receipt of the submission and assign a control number that should be used in all further correspondence regarding the proposal.

The typical proposal should express a consolidated effort in support of a single technical concept or idea. Disjointed efforts should not be included in a single proposal.

Offerors can structure proposals for the high risk, high payoff effort as unclassified technology developments, independent of the WolfPack system design but consistent with the program technical goals. However, proposals that contain proprietary and/or classified information or data, and should reflect the appropriate designation/classification level.
Due to the nature of the WolfPack technologies, classification of material and techniques associated with high risk, high payoff developments may change due to the evolution of sensitive capabilities or its incorporation into a classified WolfPack system design.  In some cases, the combination of specific technology elements, which are individually unclassified, may enable the determination or calculation of other WolfPack system/operational parameters, which are classified.  This may result in the need to classify documents that do not contain specific classified statements, but when taken as a whole, reveal classified information.  High risk, hish payoff technologies will be periodically reviewed on a case by case basis to determine their applicability against the WolfPack Security Guide.
Offerors that intend to include classified information or data in their proposals should contact Mr. Eugene McGoldrick at the address identified in this PIP to obtain a copy of the WolfPack Security Guide in advance of proposal preparation.  Offerors must have existing approved capabilities (personnel and facilities) to perform research and development at the classification level they propose, and all proprietary and/or classified information and data should be clearly marked with applicable restrictive legends.  It is the policy of DARPA to treat all proposals as competitive information, and to disclose their contents only for the purpose of evaluation.  

Restrictive notices notwithstanding, the Government intends to use Scitor Corporation to assist in administering the evaluation of the proposals.  All personnel involved in administering the evaluation of the proposals will have signed, and will be subject to, the terms and conditions of a non-disclosure agreement(s).  By submission of its proposal, an offeror agrees that its proposal information may be disclosed to Scitor for the limited purpose stated above.  Proposals may not be submitted by fax or e-mail; any so sent will be disregarded. 
Awards made under this BAA are subject to the provisions of the Federal Acquisition Regulation (FAR) Subpart 9.5, Organizational Conflicts of Interest.  All offerors and proposed subcontractors must affirmatively state whether they are providing scientific, engineering and technical assistance (SETA) or similar support to any DARPA technical office(s) through an active contract or subcontract.  All affirmations must state which office(s) the offeror supports, and identify the prime contract numbers.  Affirmations should be furnished at the time of proposal submission.  All facts relevant to the existence or potential existence of organizational conflicts of interest, as that term is defined at FAR 9.501, must be disclosed.  The disclosure shall include a description of the action the offeror has taken, or proposes to take, to avoid, neutralize or mitigate such conflict.

1.5 EVALUATION CRITERIA

Proposals will not be evaluated against each other since they are not submitted in accordance with a common work statement.  DARPA's intent is to review proposals as soon as possible after they arrive.

Only Government officials will evaluate proposals. Input on specific technical aspects of the proposals may be solicited by DARPA from non-Government consultants/experts who are bound by appropriate non-disclosure requirements. Only Government evaluators, however, will make technical evaluations and award recomendations under this BAA.

For evaluation purposes, a proposal is the three-volume document described in PROPOSER INFORMATION (see Section 2 of PIP).  Other supporting or background materials submitted with the proposal will not be considered in the evaluation. 

As soon as the proposal evaluation is completed, the proposers will be notified with the following response: 1) the proposal has been accepted and the program is funded, 2) the proposal has been accepted pending availability of funds, or 3) the proposal was not accepted for funding.  Non-accepted proposals will be destroyed (One copy of non-accepted proposals may be retained by the Government for file purposes.)

Not all proposals deemed acceptable may be funded.  Decisions to fund acceptable full proposals will be based on funds available, evaluation criteria, and potential contribution and relevance to the DARPA mission.  Proposals may be considered for funding for a period of up to one year.  The Government reserves the right to select for award all, some, or none of the proposals received.  All responsible sources capable of satisfying the Government's needs may submit a proposal that may be considered by DARPA.

Proposals identified for funding may result in a procurement contract or agreement depending upon the nature of the work proposed, the required degree of interaction between parties, and other factors.  If warranted, portions of resulting awards may be segregated into priced options.
The following evaluation criteria, summarized below, are listed in order of decreasing importance.  Proposals that are considered less than satisfactory in the scientific and technical merit criterion will not be evaluated further.

Evaluation Criteria

1. Overall scientific and technical merit;

2. Soundness of the management plan;

3. Ability of the proposer to implement the program; and

4. Overall value to the Department of Defense, including cost.


Note:  The government reserves the right to select for award all, some, or none of the proposals received.

1.5.1 Overall scientific and technical merit in relationship to the originality of the idea and soundness of the technical approach

1) Enabling the Vision.  Proposers must demonstrate the applicability and necessity of the proposed technology development toward either enabling a networked, distributed Spectral Dominance system as described in the program vision; or exploiting the capabilities of a networked, distributed Spectral Dominance system.  The applicability of these technologies must, at the minimum, be demonstrated for one of the targeted application areas as described in the Program Vision and avail themselves into eventual integration with system developer concepts.  The ubiquity of the technology across multiple applications is strongly desired. 

2) Knowledge and Understanding. Proposers must demonstrate that they have sufficient knowledge of the scientific principles and technologies relating to proposed technology area.  This includes, but not limited to, a convincing assessment of the associated risks with the proposed base and option efforts.  A thorough understanding of the implications of the idea must also be demonstrated with respect to the targeted application areas.

3) Uniqueness/Soundness of Approach.  Proposers must demonstrate that they have a unique and technically sound concept as well as a clear and technically sound approach to demonstrate a device concept, device, or subsystem.

4) Technology Development. The proposers must demonstrate, through quantifiable metrics (see Section 1.2.3 WolfPack System Functions and Technologies), that the proposed technology developments will significantly enhance the state of the art within the particular proposed area, or significantly reduce cost of production and/or employment.

1.5.2 Soundness of the management plan as to the utilization of manpower and resources and the degree to which innovative approaches to materials and device fabrication are employed
1) Soundness of Management Plans. The proposers must have a clearly defined and stated management plan that demonstrates that all members will be working together towards a common goal.  The members must be well coordinated and this must be apparent in the technical proposal and the non-proprietary proposal summary (see Section 2.2 Proposal Guidelines). 

2) Technology Readiness.  The proposers must have a management plan that progressively demonstrates: the viability of the technology prior to the end of the base period of performance, and the readiness to be integrated in the prototype phase by the end of the option period.  The methods employed in utilizing the materials and producing the devices that may ultimately be demonstrated must be creative and innovative and demonstrate a deep understanding of the issues involved.  

1.5.3 Ability of the proposer to implement the program as demonstrated by the availability of qualified personnel, equipment and facilities

1) Qualifications of the Proposer to Meet the Program Objectives.  Proposers must demonstrate through past performance that they have the necessary background and experience to perform this project.  The balance of technical capabilities must match that required in the program plan.  The relevant experience of key personnel must be sufficient to provide confidence that the proposers can accomplish their objectives.

2) Adequacy of Facilities.  Proposers must demonstrate that their combined facilities and equipment are sufficient to accomplish the objectives of the proposal.

1.5.4 Overall value to the Department of Defense (DoD) including the cost

1) Value to DoD:  Requested costs of the proposal must be reasonable and provide a high value to the DoD.  This factor may only be significant in proposals which have significantly under- or over-estimated the cost to complete their effort.  

1.6 KEY DATES

· March 14, 2001


Full proposal submission deadline





BAA Closing Date 

· April 13, 2001


Projected Phase II Award Notification

· May 7, 2001



Projected Joint Phase II/Phase III Kickoff

· October 22, 2001


Projected Phase II Initial Technical Review

· April 2, 2002



Projected Joint Phase II/Phase III Technical Assessment

· October 7, 2002 


Projected Phase II Critical Technology Review

· November 4, 2002


Projected Phase II Option Exercised

· September 8, 2003


Projected Phase II Technology Performance Review

SECTION 2

PROPOSER INFORMATION

2.1 PROPOSAL FORMAT
All proposals shall be in the following “page” format: single-spaced, single-sided on paper not greater than 8.5 x 11 inches in size with 1.00 inch minimum top, bottom, and side margins, with font sizes no smaller than 12 point.  Electronic copies of proposal material shall be in Microsoft Office 97 format.  All proprietary material should be clearly marked and will be held in the strictest of confidence.  The original proposal submission should include the special cover sheet with original signatures.  Copies of proposal submissions may contain duplicates of the original cover sheet.  Please include the date and e-mail address on the cover page. Facsimile proposals will not be accepted and institutional brochures, and videotapes will be ignored.  Nonconforming proposals may be rejected without review.
2.2 PROPOSAL GUIDELINES

Proposers must submit an original plus five (5) hard copies, and an electronic copy of the proposal to DARPA/ATO, 3701 North Fairfax Drive, Arlington, VA 22203-1714 (Attn: BAA 01-19) no later than 12:00 P.M., ET, March 14, 2001.  Proposal submissions received after this date may not be reviewed.  Proposals must meet the objective and format guidelines as described in the PIP to be considered. 

Proposals shall consist of three volumes: (I) Technical and Management Proposal, (II) Cost and a (III) Non-restrictive Proposal Summary

2.2.1 Volume I, Technical and Management Proposal – {30 page limit}
Volume I, Technical, shall not exceed thirty (30) pages in length, including the submission cover sheet (Enclosure 2 of the PIP), all charts, figures and appendices.  The submission cover sheet must accompany each submission.  The page limitation for proposals includes all figures, tables, and charts.  Volume I, Technical and Management Proposal, may include an attached bibliography of relevant technical papers or research notes (published and unpublished) which document the technical ideas and approach upon which the proposal is based.  Copies of not more than three (3) relevant papers may be included with the submission.  The bibliography and attached papers are not included in the page count given above.  The submission of other supporting materials along with the proposal is strongly discouraged and will not be considered for review.

1) A cover sheet (included in the PIP as Enclosure (2)) to include: (1) date; (2) name and address of lead organization (include zip code); (3) subcontractors; (4) technical and administrative point of contact; (5) cost summary, including total cost, cost to government, first year cost; and (6) duration of effort.
2) Introduction with statement of the perceived technical challenges and the concepts to be exploited to satisfy the requirements of the PIP.

3) Detailed technical discussions of implementation of the proposed concept, technical risks, and a set of metrics for periodically evaluating progress.

4) A statement of work with technical milestones and deliverables identified per phase, year, or task completing the effort through the 20 month base period, as well as a possible 9 month option.

5) List of participating organizations, their relevant expertise and associated program tasks, and the overall management plan.

The most important part of the proposal will be the technical concepts proposed to enable emitter detection, characterization and spectrum domination. Innovative approaches to achieve these goals are also quite important.

2.2.3 Volume II, Cost Proposal– {No page limit}
1) A cover sheet to include:  (1) Name and address of offeror (include zip code); (2) Name, title, and telephone number of offeror’s point of contact; (3) Award instrument requested: cost-plus-fixed-fee (CPFF), cost-contract--no fee, cost sharing contract--no fee, or other type of procurement contract (specify) or agreement; (4) Place(s) and period(s) of performance; (5) Total proposed cost separated by basic award and option(s) (if any); (6) Name, address, and telephone number of the offeror’s cognizant Defense Contract Management Command (DCMC) administration office (if known); and (7) Name, address, and telephone number of the offeror’s cognizant Defense Contract Audit Agency (DCAA) audit office (if known).
2) Detailed cost breakdown to include:  (1) total program cost broken down by major cost items (direct labor, subcontracts, materials, other direct costs, overhead charges, etc.) and further broken down by Government Fiscal Year (GFY); (2) major program tasks by GFY; (3) an itemization of major subcontracts and equipment purchases; (4) a summary of projected funding requirements by month; and (5) the source, nature, and amount of any industry cost-sharing.  Where the effort consists of multiple portions that could reasonably be partitioned for purposes of funding, these should be identified as options with separate cost estimates for each.

3) Supporting cost and pricing information in sufficient detail to substantiate the summary cost estimates in (2) above.  Include a description of the method used to estimate costs and supporting documentation.  Provide the basis of estimate for all proposed labor rates, indirect costs, overhead costs, other direct costs and materials, as applicable.  If proposed rates are approved by your cognizant DCMA/C, please provide a copy of the approval documentation

Note: Costing should reflect a 20 month base period as well as a possible 9 month option.

2.2.3 Volume III, Non-Restrictive Proposal Summary (Nominally 5 pages)
Proposal summaries will be used to provide Phase III offerors with insight into possible, high risk/high payoff technologies developed under Phase II.  This material shall be non-proprietary and will be the property of DARPA. Any information from these summaries may be released outside of the Government at the discretion of the DARPA.

Each summary will include a detailed summary of the proposed technology and a plan of action and milestones for completing the task through the 20 month base period, as well as a possible 9 month option.  At a minimum, the summaries will detail:

1) Technical discussions of implementation of the proposed concept and technical risks,

2) Sets of key metrics for periodically evaluating progress, and

3) A summarized program management plan with technical milestones identified per phase, year, or task.

2.3 PROPOSAL QUESTIONS AND ANSWERS

The Offeror may submit questions concerning the WolfPack Phase II PIP to the Agreements Officer, Charles N. Nurse via electronic mail to BAA01-19@darpa.mil.

Questions concerning security may be submitted to the ATO Program Security Manager, Eugene E. McGoldrick via electronic mail, emcgoldrick@darpa.mil; by facsimile to (703) 243-6790, or by US Mail to:


Defense Advanced Research Projects Agency


ATO Program Security Manager


Attn: Eugene E. McGoldrick


3701 North Fairfax Drive


Arlington, VA  22203-1714

SECTION 3
BROAD AGENCY ANNOUNCEMENT (BAA)  #01-19

WOLFPACK TECHNOLOGIES

3.1 PROGRAM OBJECTIVES AND DESCRIPTION
This Broad Agency Announcement (BAA) solicits proposals to develop and demonstrate a range of innovative RF Spectrum Dominance technologies in both the communications and radar bands for Electronic Support Measures (ESM), Electronic Attack (EA) and Counter ESM. The WolfPack Program concept emphasizes a ground-based, close proximity, distributed, and networked architecture to obtain tactical RF Spectrum Dominance.  Developed technologies are intended to enable WolfPack systems to supplement, replace, support, or enhance the effectiveness of existing EW systems. Offerors should emphasize capabilities in the areas of advanced detection, characterization and spectrum dominance of wireless, military radio networks and radars with the potential for revolutionary techniques, while achieving, as a hard constraint, no impact on friendly or neutral communications and/or tactical operations.

WolfPack is a $40M+ program to enable RF Spectrum Dominance in the tactical battlespace (20 MHz - 15+ GHz).  Future tactical communication systems are expected to migrate to frequency agile, low-powered, packet networked systems, which will challenge traditional standoff EW platforms.  The WolfPack concept leverages the technical attributes of a close-approach, distributed, networked architecture to counter the operational characteristics of these future and current systems.  The WolfPack architecture provides similar opportunities against advances in radar technologies (PRI-agility, Sidelobe Cancellation and Spoofing). 

The Defense Advanced Research Projects Agency’s (DARPA), Advanced Technology Office (ATO) is soliciting proposals for advanced research and design of high-risk/high-payoff technologies critical to the WolfPack program. The emphasis of this effort is technology innovation and not extensions of legacy techniques. Technical challenge areas include, but are not limited to: distributed broadband spectrum monitoring; high efficiency sub-resonant antenna design; low power wide-band signal collection and processing techniques; emitter/network characterization algorithms; precision multi-source emitter/network mapping and dynamic position tracking techniques; LPD/LPI network communications; minimum latency routing algorithms; and system-wide power conservation techniques. 
3.2 PROGRAM SCOPE AND FUNDING

WolfPack is a four phased effort to identify and validate key technologies for Spectrum Dominance. Phase I of the Program assessed the validity of the WolfPack concept and alternative technologies and system architectures, and was used to define the program scope and areas of technical emphasis. This BAA initiates Phase II – the development of unique high risk/high payoff technologies.  As much as $5.5M may be available to fund multiple research and development awards under this BAA. 

A second solicitation (Phase III) is planned in the second quarter of FY01 to select System Definition and Technology Development teams to refine the WolfPack architecture.   Phase IV (beginning 1Q FY03) will demonstrate Prototype WolfPack units in a field environment.  The competitive field for Phase IV will be limited to the Phase III contractors.   Phase II technology developers will be encouraged to team with Phase III participants for Phase IV.

3.3 GENERAL INFORMATION

Proposers must obtain a pamphlet entitled “BAA 01-19 WolfPack Phase II High Risk/High Payoff Technology Development, Proposer Information Pamphlet” (PIP) which provides further information on the above areas of interest, the submission, evaluation, and funding processes, proposal formats, and other general information.  This pamphlet may be obtained from the World Wide Web (WWW), fax, or mail.  Send requests for mail to the administrative contact address given below.  Proposals not meeting the format described in the pamphlet may not be reviewed.  Proposers must submit an original and five copies of the proposal along with an electronic copy of the proposal to DARPA/ATO, 3701 North Fairfax Drive, Arlington, VA 22203-1714 (Attn.: BAA 01-19) on or before, 12:00 PM, ET, 14 March 2001, in order to be considered.  This notice, in conjunction with the BAA 01-19 Proposer Information Pamphlet, constitutes the total BAA. No other formal solicitation regarding this announcement will be issued and requests for such items will be disregarded.  

The Government reserves the right to select for award all, some, or none of the proposals received.  All responsible non-foreign NONFORN sources capable of satisfying the Government's needs may submit a proposal, which shall be considered by DARPA.  Historically Black Colleges and Universities (HBCUs) and Minority Institutions (MIs) are encouraged to submit proposals and join others in submitting proposals; however, no portion of this BAA will be set aside for HBCU and MI participation due to the impracticality of reserving discrete or severable areas of research in WolfPack Technologies. 

All administrative correspondence and questions on this solicitation, including requests for information on how to submit a proposal to this BAA, should be directed to one of the administrative addresses below; e-mail or fax is preferred.  DARPA intends to use electronic mail, WWW and/or fax for correspondence regarding BAA 01-19.  Proposals may not be submitted by fax or electronically; any so sent will be disregarded.  

3.4 EVALUATION CRITERIA

Evaluation of proposals will be accomplished through a technical review of each proposal using the following criteria: (l) scientific and technological merit of the proposed program (2) soundness of the management plan, (3) ability of the proposer to implement the program, and (4) overall value to the Department of Defense to include cost realism. 

3.5 ADMINSTRATIVE INFORMATION

The PIP and other related information can be obtained at http://www.darpa.mil/ato/solicit.htm.  

Fax:  (703) 696-9781 (Addressed to: DARPA/ATO, BAA 01-19), 

Email: 
BAA01-19@darpa.mil

Mail: 
DARPA/ATO, ATTN: BAA 01-19 



3701 North Fairfax Drive



Arlington, VA 22203-1714  




















































Approved for Public Release, Distribution Unlimited
PIP-18
WP PIP v14


_1038892606.ppt










P


r


o


t


o


t


y


p


e


s


         FY01          


   


  FY02            


      


 FY03  


            


  FY04


Up to 3 Selects


Test & Transition


Operational Field Tests


Downselect to 1 or 2


Integrate Tech &  Test Components


Phase II  High Risk/High Payoff Technology 


Individual contractors


address leading-


edge technologies


Individual contractors


address leading-


edge technologies


BAA


Awards


BAA


Awards


PS


Awards


PS


Awards


Service-Led Follow-on


Service-Led Follow-on


Option


3 - 6 Selects


Teaming w/


Phase II


Contractors


Downselect


  


Phase IV  Prototype Development & Test


  


Phase IV  Prototype Development & Test


  


Phase III  System Definition & Technology Development


  


Phase III  System Definition & Technology Development


Teams develop alternative


system & 


core


 technology


solutions


Teams develop alternative


system & 


core


 technology


solutions





_1038892649.ppt










Service-Led Follow-on


Service-Led Follow-on


System


Integration


Development


Award


Planning


         FY01          


   


  FY02            


      


 FY03  


            


  FY04


Phase III


Phase III


Phase II


BAA


Awards


BAA


Awards


PS


Awards


PS


Awards


Initial


Technology


Review


Critical


Technology


Review


System


Definition


Review


System Design/


Tech Assessment


Review


System/Tech


Performance


Review


Joint


Kickoff


Meeting


Joint


Kickoff


Meeting


Option


Technology


 Assessment


Review


Technology


Performance


Review


I


n


f


o


I


n


f


o


I


n


f


o


I


n


f


o


Phase IV


Phase IV


Subsystem


Laboratory


Tests


Subsystem


Field


Tests


Phase IV


Kickoff


Meeting


Downselect


P


r


o


t


o


t


y


p


e


s


Phase II/ III Exchange Meeting





_1038892685.ppt










Service-Led Follow-on


Service-Led Follow-on


Test & Transition


         FY01          


   


  FY02            


      


 FY03  


            


  FY04


PS


Awards


PS


Awards


Phase IV


$23.0M


Divided Among Up to 


3 Contractor Teams


Divided Among Up to 


3 Contractor Teams


Divided Among


1-2 Contractor Teams


Divided Among


1-2 Contractor Teams


  


Phase III


    $ 3.0M           6.0                1.0                                   


       


       $10.0M         


Total


BAA


Awards


BAA


Awards


Divided Among


3-6 Contractors


Divided Among


3-6 Contractors


$ 1.2M           2.8                


1.5                     


   


            $ 5.5M


Phase II


Option


Downselect


Teaming w/ Phase II


Contractors


Teaming w/ Phase II


Contractors





_1036859543.ppt






Non-Interference, Processing, Memory, Hardware Requirements

Prime Power  Source, Energy Efficient Networking

Minimize System Wide Power Use, Maintain System Status, and Facilitate Mission Planning

Network Management

Antenna

Flexible Mod, Efficient Antenna, Low Latency Network

Implement Response

Spectrum Denial

Information Certainty

Network Analysis

Select Effective Minimum Energy Response

Determine Response 

Non-Order Wire (PTT, Freq Hop, LPI/LPD signals)

Pulse-Pulse Association, Fusion (Organic and Exogenous)

Characterize Network, Monitor Critical Nodes, and Project Intent

Dynamic Situation/ Network Awareness

Comm. BW, Power Manage Signals, PCS, Urban, LPI 

AOA, TDOA, HOSA

Maintain/Predict Precision Location of all Emitters

Geo-Location

Non-Gaussian background, New Signal Types, Power

Estimation Theory, Classification Techniques, …

Characterize Communications and RADAR Signals

Signal Processing

A/D Converter, Antenna, Low NF Front End, Power

Wide Instant BW, Rapid Scan, …

Conduct Distributed Broadband Spectrum Monitoring

RF Intercept



Constraints



Technology 



Purpose



Function






































